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Cynthia McNiel

106 East 390th Street
kansas City, Mi;snuri 64114

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe thi1s reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a2 peephole for law enforcement to took through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FB8I can collect information between saurces like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persgonal <¢ommunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich aopportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cynthia McNiel
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Carmichael Smith-Low

342 wall Street
Ventura, CA 933001

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Wash‘ingtnnf DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by tryving to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took Forward to hearing your thoughts on this matter. Each day, I feel mare
and more that this ¢ountry is going in the direction of Nazi Germany, Iraq,
North Korea and similar despicable dictatorships.

Sincerely,

Carmichael Smith-Low
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Tessica Law
2929 W. VYorkshire Drive #2015
Phoenix, AZ B5027

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissien
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As 8 concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is qoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the government requiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone ¢ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technelogies should have built-=in
wiretapping,

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jessica Law

r- P
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Lols G. Hybl

4107 Westview Road
Baltimore, ™MD 21218

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the danderous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Lois Hybl




Fri 19 Mar 2004 08.56'07 &AM EST P. 7
margo iebers

3410 27th ave sw
naples, FL 34117

March 18, 2004

FCC Chairman Michael Pawel]
Federal Communications Commission
445 12th Street SW

washington, 0C 20554

FCC Chatrman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persaonal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoclogies should have bullt-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

margo liebers




Fri 19 Mar 2004 08.%6.07 AM EST P. B
Roger Long

61750 Cougar Trail
Bend, OR 97701

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell;

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do net believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gqovernment regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I logk forward to hearing your thoughts on this matter.

Sincerely,

Roger Long
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Mark Salinas

4835 40th Street
Sunnyside, NY 11104

March 18, 2004

FCC Chairman Michasl Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources lTike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Mark Salinas
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Sharyn Diaz

96 Tomlinson Road
Seymour, CT OE4B3

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfarcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real patential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity fer hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely.

Sharyn Diaz
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Sandra Clark

1437 San Marco Blvd.
Jacksonville, FL 32207

March 18, 2004

FCC Chairman Michae) Powell
Federal Communications Commission
445 12th Street SW

Washington, OC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping., It is the equivalent of the government requiring all
new hames be built with a peephole for Taw enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thiaeves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took farward to hearing your thoughts on this matter.

Sincerely,

Sandra Clark
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Pamela James

B048 17th Ave. N.W.
Seattle, WA 98117

March 18, 2004

FCC Chajirman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance., The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Pam James




Fri 19 Mar 2004 J0B:46:50 AN ERT
A1ison Bodenhemier

4782 Yew SC.
Pittshurgh, PA 15224

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman FPowell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look thraugh.

I am very concerned that this requirement represents an end-run around
(ongress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangerous suggestion of the ODepartment of
Justice that our new Internet <ommunication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Alison Bodenhemier
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Patrick Clements

6549 California Ave. SW #8
Seattie, WA 98136

March 18, 2004

FCC Chairman Michael Paowell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
chly created a rich opportunity far hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Patrick Clements
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regory King

2715 Ridgewonod Ave
Tampa, FL 33602

March 18, 2004

FCC Chairman Michael Pawel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Gregory King
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Shahan Ton

405 Orem St.
Mt. Shasta, (A 36067

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powel1:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required te have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatians, the
government is creating the very real potential for hackers and thieves ar
eEven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Shahan Jon
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Merlin Emrys

29 Chapala Road
Santa Fe, New Mexico 87508

tarch 18, 2004

FCC Chairman Michael Powel]
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberatijons, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sour<es like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only <¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Merlin




Fri 13 Mar 2004 D8.48.50 AM EJT
Adrienne Woodworth

E12 W. Belmont, Apt. W
Chicago, IL 60657

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet <ommunication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bheyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisTative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Adrienne Woodworth
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Vanessa Roessler

2114 Crystal Hills
Houston, Texas 77077

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Pawell:

fds a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very coencerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Vanessa Roessler
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Paul U1iar

718 East 160th Street
Cleveland, Ohio 44110

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communicatiens, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Toaok forward to hearing your thoughts on this matter.

Sincerely,

Paul F. Wilar
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Mary Hunt

360 Fountain H23
New Haven, CT 06515

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interpet communication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangeraus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Mary Hunt




Fri 13 Mar 2004 DB:46:50 AM EST R |
Erticka York

32 Arcadia Avenue
Columbus, OH 43202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
covernment is creating the very real potential for hackers and thieves or
even rogque government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugaestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ericka E. York
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Peter Crownfield

569 Brighton Street
Bethlehem, PA 18015

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of TJustice s request that all new Internet communication services be
required to have built—in wiretapping access.

The Justice Department’s request is completely unnecessary. Internet Service
Providers and Internet telephone companies are already required to allow the
FBI to conduct authorized surveillance. The FBI is going far beyond these
existing powers by trying to force the industry to actually build its systems
around government eavesdropping. It is the equivalent of the government
requiring all new homes be built with a peephole for law enforcement to look
through.

I am very concerned that this is an attempt at an end-run arogund Congress,
which establishes the boundaries for FBI surveillance of phone companies and
the Internet, The FBI s expansive reading of the law would bypass the
legislative process to alter that careful balance.

By reguiring a master key to cur personal communications, the government would

be actually c¢reating a new threat to our privacy-— the very real potential for
hackers and thieves or even rogue government agents to access our personal
communications. Past efforts to create this sort of backdoor access have

been unsuccessful and only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

Please do not waste paper or other resources by sending a form response to this
letter.

Sincerely,

Peter Crownfield
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anna Bulloch

2400 Lazy Hollow Drive #141D
Kouston, TX 77063

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
chly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
FJustice that gur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Anna C. Bullach
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Peter Christensen

1016 East Pearson St.
Milwaukee, WI 53202

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commissiaon
445 12th Street SW

washington, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bujld its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you toc oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Peter Christensen
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Steven Steiner

260 Garth Road
Scarsdale, NY 10583

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws alrsady
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressjve and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Steven Steiner
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Alane Bowling

2227 15th Avenue
San Francisc<o, CA 94118

March 18, 2004

FCC Chairman Michael Powel]l
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

Enough already!

Longstanding laws already require Internet Service Providers and Internet
telephone companies to allow the FBI to conduct surveillance. The FBI is going
far beyond these existing powers by trying to farce the industry to actually
build its systems around government eavesdropping. It is the esquivalent of the
government requiring all new homes be built with a peephole for law enforcement
to laok through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
spurces Tike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process and alter that careful balance.

I understand that by requiring a master key to our personal communications., the
gaovernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Please oppose the dangerous suggestion of the Department of Justice that our
new Internet communication technologies should have built—in wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Alane Bowling




